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Caritas Youth and Community Service
Service Quality Standards 14

14.3 Guideline on Processing Personal Data and Records of Service Users

At the time of processing individual personal records of service users, no one is
allowed to view such personal data, except the assigned staff, who must take
reasonable precautions to lock up all such data or switch offer his/her computer

when he/she is away from workplace.

Staff should not assign non-staff to handle (i.e. type or input) records of personal

data of service users.

Staff needs to handle personal data of service users with care during data
transmission through electronic mails and facsimile to avoid data leakage. After
receiving the personal data, staffs should delete information to avoid any storage
in the mobile/emails. Moreover, staffs should the inform the service users to

delete the data in their electronic devices.

Personal data of service users are merely provided to assigned unit staff for
information and follow-up purposes. Clerical staff is only responsible for updating

personal data of service users.

Service users may request Service Units to provide their own personal data in

writing for examination.

Staft can only obtain personal data from other organization or refer the same to

other organization with permission of service users.
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