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Caritas Youth and Community Service
Service Quality Standards 14
14.6 Guidelines on CCTYV Surveillance Practices

The Aim

1.

Most public places or common areas of Caritas Youth and Community Service (The “Service”) and
service units are under surveillance of CCTV for security purpose. CCTV System is used for the
prevention and/or detection of crime or other unlawful activities, and to ensure a safe environment
for all staff members and service-users.

The Service and service units pledges to comply with the requirements stipulated in the ‘“Personal
Data (Privacy) Ordinance” the “Ordinance” for protecting personal data of staff members and
Service-users.

Positioning of CCTV cameras and notices

3.

The Service and service units have expressly informed all staff members and service users that they
are subject to CCTV surveillance. The Service units pledge to put notices visible to visitors at the
entrance of the monitored area as well as inside the area.

Sample of the Notice
CCTV system has been installed within this Centre for security purpose.
For enquiries, please contact the Centre Supervisor.
Caritas XXXXX Centre

Proper handling of the recorded images

4.

The Service and service units pledge to ensure accuracy of all CCTV recorded images and would
not have excessively retained any personal data. All recorded images would be deleted
automatically after 30 days, unless any incident regarding to the Service’s/service unit’s security
has been detected or reported.

The Service and service units promise to take all reasonable and practicable steps to protect personal
data collected through the use of the CCTV system. In particular, the Service and service units
would ensure that no unauthorized or accidental access would be permitted, and prohibit any
processing, erasure or unauthorized use of the data. The data hard disk/device of the CCTV
system should be locked up in order to prevent such data being destroyed or copied malevolently.

The CCTV system is operated and monitored by the social worker and clerical staff on duty during
the office hour. The Centre Supervisor will check the CCTV system regularly to ensure proper
operation. If there is any misuse or abuse, staff should report to the Centre Supervisor at once.
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Disclosure of CCTV records should not be based upon mere verbal request any/or general
allegations. When the personnel of law enforcement agencies (e.g. police) request for copies of
CCTV record to conduct criminal investigations, the Centre Supervisor of the service unit should
ensure that the data fall within the exemption provisions of the relevant ordinance, (e.g. S.58 of the
Ordinance), before releasing relevant information to the law enforcement agency.

Yearly review should be conducted upon the effectiveness of the CCTV system, in particular the
Retention, Destruction and Protection of these data. If the review shows the use of CCTV has
been unnecessary or could be replaced by less violating means achieving the same goal, the Service
and service unit will stop the use of CCTV.

Transparency of policy and practice and procedures implementation

9.

10.

11.

The Service and service units would ensure the related policies or procedures being communicated
to and followed by the relevant staff members. Staff members who operate the systems or use the
images will be trained to comply with policies or procedures. Adequate supervision will also be in
place.

If any incident concerning the security of service units is detected, responsible staff should report
the incident by completing the “Incident Report” (refer to SQS 9.5¢ document) as soon as possible.
Upon receipt of the Report, the Centre Supervisor should take action to follow up the matter, by
informing the Service Head, reporting the matter to the Police, law enforcement agencies, and/or
insurance agencies.

The Service Head / Centre Supervisor are responsible for the implementation of and compliance
with this policy. Any enquiries or reports should be addressed to them or the staff members at higher
management levels.

Reference :

1) Guidance on CCTV Surveillance Practices (Jul 2010)

2) Personal Data (Privacy) Ordinance - Privacy Guidelines : Monitoring and Personal Data Privacy of Work (Dec 2004),
The Privacy Commissioner for Personal Data

Date of Review and Revision : 2 November 2023



